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Datalogic PUBLIC 

Datalogic considers as strategic the implementation of an Information Security Management System 
(ISMS) in compliance with the ISO27001:2022 standard in order to protect the confidentiality, 
integrity and availability of the information of its internal and external stakeholders. 
Information Security means  

• Confidentiality: to ensure that information is accessible only to authorized people  

• Integrity: to protect the accuracy and completeness of information and processing methods  

• Availability: to ensure that authorized users can access the information when needed  
 
Datalogic processes with particular attention PII information (Personally Identifiable Information) in 
compliance with the GDPR. 
 
The implementation of ISMS allows Datalogic to manage and monitor information security risks, 
being compliant with the requirements specified by the ISO standard. 
Thanks to a third-party certification of the ISMS, Datalogic assures:  

• a constant monitoring of the processes and information security defense are implemented 

• any violation and security incident is recorded, analyzed and promptly investigated, its root 
cause and the appropriate mitigation actions are identified 

• the employees are trained as needed on how to maintain the security of information they 
process 

• the security incidents are promptly detected and effectively managed (including Data 
Breaches) 
 

By implementing the Information Security Management System, the top Officers of the Company 
want to: 

• preserve the confidentiality, integrity and availability of the business relevant information 
resources and technological assets to ensure legal, regulatory and contractual compliance 

• ensure that requirements for information security management are aligned with the 
business goals, mitigating the risks associated with information storage and processing to an 
acceptable level 

• communicate to Datalogic customers the Company’s commitment to the protection of their 
information assets. 

 
 
 Bologna, November 21st, 2024 

 
Datalogic Group CEO 
     Valentina Volta 

    Datalogic Group CIO 
                           Roberto Mondonico 

 
  

 


